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1
Decision/action requested

This contribution proposes the definition for “tamper resistant secure hardware component” in TS 35.501
2
References

[1]
3GPP TR 33.899

[2] 
3GPP TS 33.501, v070
3
Rationale

There are agreements in [1] that a tamper resistant secure hardware componenet is the UICC (including the eUICC/eSIM) and the new SSP (Smart Secure Platform), with the caveats that the SSP is to be defined within the Rel 15 timeframe by ETSI SCP and needs to be compliant with the requirements in [2] section 5.1.4.

4
Detailed proposal

--------------------------------------------------------------------------- Start of pCR ----------------------------------------------

.3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Editor's Note: The definitions needs to follow the 3GPP drafting rules.
.......
.......

Subscription Identifier De-concealing Function: This service is offered by the network function UDM  in the home network of the subscriber. The Subscription Identifier De-concealing Function (SIDF) is responsible for de-concealing the SUPI from the SUCI. 

Subscription Concealed Identifier: The SUbscription Concealed Identifier (SUCI) is a one-time use subscription identifier, which contains the concealed subscription identifier, e.g., MSIN.

Security Anchor Function: it serves as the anchor for security in 5G.
Tamper resistant secure hardware component: A removable and/or embeded UICC containing USIM applications for accessing network services. It is used for secure storage and processing of subscription credentials and identifiers.
NOTE: The new SSP (Smart Secure Platform) is to be considered if defined within the Rel 15 timeframe by ETSI SCP and if it complies with the requirements in section 5.1.4.

UE 5G Security Capability: The UE security capabilities for 5G AS and NAS.
example: text used to clarify abstract rules by applying them literally.

--------------------------------------------------------------------------- End of pCR ----------------------------------------------

�Not sure if we may have a NOTE for definitions (TBC)





